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Setup Checklist
<Company>
FireStart Server
Windows Server version:      
FQDN:       	IP:	0. 0. 0. 0
|_| Server Certificate
|_| .Net 4.8(.x)
FireStart Server service user
PFSservice: Domain\Username:	      \      
 	Password:	     
Member of the user group “FSadmins”: 	|_|
FireStart administration
FSadmin: Domain\Username:	      \      
 	Password:	     
FireStart Process Portal Server
Windows Server version:      
FQDN:       	IP:	0. 0. 0. 0
|_| IIS
|_| Server Certificate
|_| .Net 4.8(.x)
|_| ASP .Net 4.5/4.6
|_| .NET Core 7 Runtime & Hosting Bundle for Windows
Domain / ActiveDirectory
Domain name:      
AD read access: Domain\Username:	      \      
	Password:	     
User group “FSadmins”:      

With default settings, each domain user is authorized to read the Active Directory, so is the required PFS service user (see last page).
Additional domains can be configured via the configuration wizard at any time.
SQL Server
SQL Server version:      
FQDN:       	IP:	0. 0. 0. 0
[bookmark: Text2]DB instance:      
[bookmark: Text3][bookmark: Text5]FireStartDB name:      
|_| Windows Authentication
|_| SQL Authentication: Username:	      \      
 	Password:	      
[bookmark: Kontrollkästchen2]|_| SQL Server Reporting Services
|_| In SharePoint Integrated Mode
SQL Server (FileStream feature enabled)
SQL Server version:      
FQDN:       	IP:	0. 0. 0. 0
DB instance:      
FireStartDB name:      
|_| Windows Authentication
|_| SQL Authentication: Username:	      \      
 	Password:	      
FileStream folder:      
Mailbox configuration1)
The user “FSservice” must have access to a SMTP server, or to the Exchange Web Service (EWS) with his own mailbox, to send task mails.

EWS/SMTP address:      
EWS/SMTP access: Domain\Username:	      \      
 	           Password:	     
Proxy server (for the EWS access) 1)
Address:      
Proxy user: Domain\Username:	      \      
 	Password:	     
[bookmark: Kontrollkästchen1]Proxy exceptions: |_| bypass for local addresses
Proxy exceptions:      


Note:
It is not necessary to reveal passwords in this setup checklist. They can be entered by oneself, masked, and then stored encrypted, during the installation via the configuration wizard. However, they have to be provided during the installation.

For questions or further information, please contact our support team by email 
at support@firestart.com or by phone at +43 732 90444-20.


1) 	 The required data is dependent on the installed features.
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